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FULL-SERVICE AWARENESS  
What happens after you have booked your package? – Step by step 

1. Onboarding
Upon booking our Basic, Professional or Enterprise package, 
you will get access to our platform and our experts will lead 
you through an in-depth onboarding process. You will learn 
how to work with our PAS so that you can create your own tem-
plates and scenarios and start campaigns*. 

2. Initial Audit
After the onboarding process has been completed, your per-
sonal contact will inform you about the earliest possible date 
to start the Phishing Initial Audit. Once everything is ready, the 
9-week awareness campaign will be launched. Our software 
will simulate attacks of varying degrees of difficulty to give 
both you and us the best possible overview over your current 
security level.

3.  Reporting & Analytics
For the entire duration of the simulation, you will be able to 
follow the progress of your campaign using our intelligent Re-
porting & Analytics Dashboard. All evaluations of our solutions 
are shown at the team level and not at the level of individual 
members. 

4. Management Report
Once the phishing simulation has been completed successful-
ly, you will receive our management report with detailed in-
formation on your current security level. We will recommend 
actions based on your specific risk profile and evaluate your 
campaign’s most crucial KPIs.  

5. Awareness Training
In order to ensure an adequate level of security awareness 
in the entire company and maintain it in the long term, we 
combine phishing simulations with awareness trainings. 
Upon booking our platform, you will also get access to our 
Information Security Course. 

*availability depends on the selected plan 

Our Phishing Attack Simulator (PAS) offers users the ability to create 
various customised attack scenarios or use existing industry-spe-
cific scenarios from our library. The PAS allows you to visualise 
your employees’ resistance to phishing attacks at the team level, 
conducted in a safe and controlled environment. Our reporting tool 

evaluates the data and provides information on the current level of 
security awareness using our benchmarking system. In doing so, you 
not only highlight the weak points within your company but also 
help to protect sensitive company data and financial assets in the 
long term. 


